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About CoSN

Transforming Education Through Visionary Technology Leadership

Premier professional association for K-12 school system education and 

technology leaders

• Providing management, community building, and advocacy tools you need to 

succeed

• Representing over 13 million students in school districts nationwide 

• Empowering educational leaders to create and grow engaging learning 

environments



Introductions
Linnette Attai is Project Director for CoSN’s Privacy Initiative and Trusted 

Learning Environment Program. As founder of the global compliance consulting 

firm PlayWell, LLC, Linnette delivers strategic advice and training, policy 

development, and technology assessments, and builds cultures of compliance 

across a wide range of organizations. She also serves as virtual chief privacy 

officer and GDPR data protection officer to select clients. 

Linnette is a recognized expert in the youth and education sectors and speaks 

nationally on data privacy matters. She is a TEDx speaker, advisory board 

member for the Ithaca College Cybersecurity Program, and author of the books, 

“Student Data Privacy: Building a School Compliance Program,” “Protecting 

Student Data Privacy: Classroom Fundamentals” and “Student Data Privacy: 

Managing Vendor Relationships.”

Linnette Attai

Project Director, 

CoSN Privacy 

Initiative and 

Trusted Learning 

Environment 

Program

Lattai@cosn.org

http://playwell-llc.com/
https://www.youtube.com/watch?v=L6tt2OedQEc
https://www.amazon.com/Student-Data-Privacy-Linnette-Attai/dp/1475837364/ref=sr_1_1?ie=UTF8&qid=1550767302&sr=8-1&keywords=linnette+attai
https://www.amazon.com/Protecting-Student-Data-Privacy-Fundamentals/dp/1475845227
https://www.amazon.com/Student-Data-Privacy-Managing-Relationships/dp/1475845251/ref=sr_1_3?dchild=1&keywords=linnette+attai&qid=1596670696&sr=8-3


Introductions
Jennifer is the Director of Acquisitions and Customer Support in Cypress-Fairbanks ISD. In this dual role, 

working for the 3rd largest district in the state and the 23rd in the country, Jennifer is responsible for the 

Customer Care Center and the Acquisitions Teams that serve over 14,000 employees and 115,000 students. 

In this capacity she provides leadership for the Customer Care Center staff and district’s Acquisitions 

team. The Acquisitions Team purchases all of the software and hardware for the district. This year, the 

Customer Care Center team has already answered over 27,000 phone calls for support from staff, students, 

and parents. She is most proud of developing a performance excellence program that has resulted in: 92% 

customer satisfaction, meeting target resolutions for our stringent service level agreement, and 

developing key performance indicators for the department.

Jennifer is in her 30th year in Cypress-Fairbanks ISD. Jennifer began as a classroom teacher, teaching 

fourth grade for 4 years and first grade for 1 year prior to beginning her service in the Technology 

Department. Jennifer initially served as the Technology Training Coordinator in the department and then 

served as the Help Desk Manager before serving in her current role. Jennifer loves seeing the great strides 

the district has made in providing current technology devices and connectivity in all classrooms.

Jennifer serves on the Consortium of School Networking (CoSN) Governance Committee at the national 

level, working with national education technology leaders in K-12 on developing rigorous standards for 

developing Certified Education Technology Leaders (CETLs). Jennifer also serves on the Board of the Texas 

K12 CTO Council as the Board Secretary. She thoroughly enjoys helping teachers and students learn and 

utilize technology in new and exciting ways.

Jennifer Miller

Director, Cybersecurity, 

Acquisitions, and 

Performance Excellence

Cypress-Fairbanks ISD

TLE Seal Recipient 

Since 2019



Introductions

Derrick Johnson, 

CISSP, CISA, CISM

Director, Information 

Technology Security

Fulton County School 

System

TLE Seal Recipient

Since 2016

Derrick Johnson has more than 30 years in Information Technology. He is currently the 

Director of Information Technology Security for the Fulton County School District, 

Atlanta GA. In his current position, he is responsible for Technology Security & Data 

Privacy operations that serves over 95,000 students and 14,000 staff.

Throughout his career Mr. Johnson has advanced in the information technology 

industry by staying current and passionate to the profession. His vast knowledge and 

professionalism have enabled him to strategically develop and manage various 

security and network operations from small to large scale enterprises.

He began his career as a Field Service Engineer & Technology Instructor, with Digital 

Equipment Corporation. At Digital, he taught client server system management 

support courses to Digital’s internal support personnel and customers across the US. 

His career has expanded with numerous IT Network & Security support and 

management positions in Corporate, State and Local government in the information 

technology arena.

Derrick holds numerous IT certifications including but not limited to ISC2 CISSP, ISACA 

CISA and CISM and Cisco’s CCNP. Mr. Johnson is a graduate of Atlanta Technical 

College with a major in Computer Technology.

. 
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No Shortage of 

Privacy Concerns

• Videoconferencing

• Training

• Device distribution

• Classroom software

• Network security

• Ransomware

• Health screenings…

…and no roadmap to follow
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CoSN’s Trusted Learning 
Environment Seal Program is a 
privacy framework customized 

for the needs of school 
systems.
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Managing Privacy in a Crisis

• Privacy matters, now more than ever…

• Rely on your foundation.

• If you haven’t built a foundation, begin the journey with a few 

simple steps and keep to the plan.
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• Understanding plus active discussion and deliberation related to 

data privacy and security

• Up to date policies and regulations addressing data privacy 

compliance requirements. 

• Clear policy expectations for the protection of student data 

privacy and security, as well as the transparent use of data

• Adequate resources to meet data privacy and security needs. 

CoSN’s Trusted Learning Environment Leadership Practices

Critical Leadership Needs

https://trustedlearning.org/the-role-of-leadership/
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• Train on data privacy regulation, district policy requirements and 

procedures

• Educate parents and students and provide resources on data 

privacy, security and media literacy  

• Audit policy and procedure compliance

Train, Educate, Rinse, Repeat

Additional Resources:
10 Steps Every District Should Take

https://www.cosn.org/sites/default/files/CoSN_10Steps.pdf
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Privacy involves everyone in the district. 

Everyone who touches student data is responsible for behaving 

in ways that protects the information. 

A privacy leader is needed, 

but the work is everyone’s job. 

Who Needs to be Involved?
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Protecting student data is a team effort

• Leadership emphasis on the importance of the privacy work, 

prioritizing privacy with technology providers and requiring active 

participation across teams

• Engage multiple stakeholders to effect change across teams

• Identify, develop and adopt necessary policies and procedures

Get Down to Fundamentals
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If we change our behavior, we 
reduce our risk.

Be proactive.

What Does it Take?
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Where to Begin?

Refresh on the Fundamentals

FERPA, PPRA, COPPA and more…
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Build Your Foundation
Behavior, guided by policy, backed by 

procedure.
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Keep privacy top of mind.
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Be transparent.
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Get Support Navigating the 

New Normal
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Start Today

Building Trust

• Take responsibility for bringing appropriate tech into your school system

• Provide proper education and training to employees, student and parents

• Demonstrate your competency

• Be transparent 

• Continuously examine and improve your governance program
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Privacy is never done. It’s a 
discipline of ongoing 

improvement.
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Supporting Your Growth

• Customized feedback and 

recommendations

• Benchmarking

• Online privacy peer community

• Build trust in your community
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CoSN Resources

• FERPA & COPPA Decision Guide 

• PPRA & HIPAA At-a-Glance

• Security Questions to Ask an Online Service 

Provider

• Suggested Terms for Contracts

• 10 Privacy Steps Every School District Should 

Take

• Communicating Privacy Practices Infographic 

(Developed with the National School Public 

Relations Association)

• Much more…
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Partners
Lead Partners

Additional Partners
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Thank You | Corporate Partners

Amazon Web Services                    

CDW.G                 

Cisco                      

ClassLink                              

Clever                   

ContentKeeper Technologies                          

Dell Technologies

Diamond Assets

Ed-Fi Alliance

ENA/CatchOn

FileWave                             

Fortinet                                

Google for Education                 

HP                          

iboss                    

Identity Automation                       

Juniper Networks

Kajeet

Lenovo

Lightspeed Systems                                               

ManagedMethods                            

Pearson                                                    

SAFARI Montage 

SHI International

Verizon
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Questions?



Thank You

Linnette Attai
Project Director, CoSN Protecting Privacy 

Initiative and Trusted Learning Environment 
Program

LAttai@cosn.org

mailto:keith@cosn.org

